Company Profile Our Development

Company Name Global Security Experts Inc. (GSX) Affiliates NPO Japan Network Security Association (JNSA)
Established 1 April 2000 The Information Security Operation providers Group Japan (ISOG-J)
X Information Security Education Providers Association (ISEPA)
Capital JPY 543,043,000(As of December 31, 2023) Nippon CSIRT Association (NCA)
Executive Members  President and CEO Shiro Aoyagi The Center for Financial Industry Information Systems (FISC)
Vice President Shinichi Hara Japan Card Data Security Consortium (JCDSC)
Managing Director Tsuyoshi Miki Information Security Governance Association (ISGA)
Director Chikara Yoshimi Business Continuity Management User Group (BCMUG)
Director Takayuki Nakamura Innovation and Strategy Center Okinawa (ISCO)
Independent Director Yukinori Okada Japan CISO Association
Independent Director Soichi Kondo Japan Computer System Seller Association(JCSSA)
Independent Director Sen Ueno Japan Trusted Alliance Group for cybersecurity(JTAG)
Independent Director(Audit & Supervisory Board Members)  Juniji Inoue Development of Digital Human Resources
Independent Director(Audit & Supervisory Board Members)  Shintaro Furuya Cyber Security Initiative for Japan (CSIJ)

Why Is TCybersecurity Education] Necessary ?

Independent Director(Audit & Supervisory Board Members)  Shigeyuki Mizutani Japan Automotive ISAC(J-Auto-ISAC)

Senior Executive Officer Takashi Suzuki
Executive Officer Kei Goto System / Security ~ System / Information Security Audit
. : Executive Officer Takeharu Wada Audit Company Ledger Registration
Information Security Industry Challenges Exooutive Officor Vasuhito Kanno GLOB AL
Executive Officer Noboru Ito OUr Development
G s . Major Stockholders Business Brain Ota Showa Co., Ltd.
rowth and sophistication Kanematsu Electronics Co., Ltd. 1984.08 ¢ Hospital Brain Showa Inc.(currently this company) was established with 100% investment by Business Brain Showa-Ota Inc.
of Cyber attacks especially Nomura Research Institute, Ltd. 1997.10 ¢ Business Brain Corp. Ota Showa began offering Tiger Team Service (Infiltration
Accounting Period 31 March 2019 Inspection/Simulated Attack Inspection) at Gab Consulting Inc. EXPERTS
D igital transformation Securities Code AM7 igg?g: /;cqulred network secu.r\ty b.usmess from Qab Consu!(lng Inc. and changed its trade name to Global Security Experts Inc.
. egan Web Application Inspection services
expan.ds and cyber Overwhelming There is a large disparity Securities Exchange  The GROWTH market of the Tokyo Stock Exchange Began providing consulting services about basic Personal Information Protection laws (current protection law)
securlty demands hort £ . ity bet | Tokyo Suzuebaydium (R XA 7« 7 Ls), 4th Floor 2002.10 ¢ Recognized as an associate consulting company by the British Standards Association
increase due to Corona shor e_‘ge 0 n Secun_ y _e ween large Headquarters 1-15-1 Kaigan, Minato-ku, Tokyo, Japan, 105-0022 Began providing ISMS Certification Acquisition consulting services
securlty personnel companies In the Office Contact Info  TEL : 03-3578-9001 FAX : 03-3578-9020 2002.11 4+ Acquired ISMS (BS 7799) and Tiger Team Service 1SO 9001
Pressure from Greater Tokyo Area and Western Japan Branch I;/Ii:t;K&be( E,;/ F ?'z’\)h1 22: Flolf)r y | 6510096 2005.12 ¢ Acquired the first Information Security Consulting Company's ISO 27001
A . i _ai -1-1, Kumoidori, Kobe-shi Chuo-ku, Hyogo, Japan, - 2006.01 ¢ Began providing Internal Control (Japanese SOX method) consulting services
countries and I The h'urdle for acquiring small/ medlum SIITEd Office Contact Info  TEL : +81-78-200-5385 2007.10 ¢ Began offering Database Vulnerability Inspection services We are a
stakeholders to security know-how companies as well as Wester Japan Branch  Nagoya ITOCHU Building(- 54 k% F 17 L), 4th Floor,1-5-11 2011.04 + Launched Cloud security auditing service
strengthen security those outside the Greater Nagoya Office Nishiki, Naka-ku, Nagoya-shi, Aichi, Japan, 460-0003 2011.07 ¢ Began offering GSX Smartphone Security Suite .
measures Tokyo Area. TEL © +81-52-855-4796 2011.12 ¢ Began offering APT (targeted) attack resistance assessments C b e r S e C u r’ t
Western Japan Branch  SOFNET-Kenchoguchi Building(V 7 % v FEFFOE V), 4th Floor 2012.07 ¢ Began providing safe operation introductions for smart devices y y
Implementing a t00| iS simple, bUt the Fukuoka Office 1-13-8 Maidashi Higashi-ku Fukuoka -shi, Fukuoka, Japan, 812-0054 2012.11 Launched the Targeted Email Training service.
. . . k . . 2013.08 ¢ Launched Smartphone App Security Diagnostics 4
important thlng is effectiveness Information Secu r|ty Management 2015.01 ¢+ Began providing CSIRT construction operation support and malware infection investigation services Ed u Ca t ’ O n CO m p a ny

2016.05 ¢ Began providing EC-Council Security Engineer Training courses

bsi Certification reference: 2017.06 ¢ Launched the Splunk app for financial intitutions
@ $ JIS Q 27001: 2014 (ISO / IEC 27001: 2013) 2017.08 ¢ Launched Mina Secure®

g Certification registration number: Began capital business partnership with Kanematsu Electronics Co., Ltd.
ISMS im0t IS 71006 2018.11 ¢ Began offering vCISO, a company and information security personnel matching service

H H : . : 2019.10 ¢ Western Japan branch is established
Standard-Conforming Information Security Service List 201941 | Western Japan branch Nagoya offioe s established

E 2020.04 ¢ The IT Solutions Division from EP Consulting Services Corporation (a member of BBS Group) is acquired

In order to ensure effectiveness, there is an urgent need to develop
personnel who can consider and implement security measures
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Service registration number: Service registration number: 2020.11 ¢ SecuriST®, Certified SecuriST for Web application Security Testing & Certified SecuriST for Network Security Testing, launched
018'00_29’10 ) ) ) 0_18'0029'20 ) 2020.12 ¢ Capital alliance agreement signed with Nomura Research Institute, Ltd.
Information Security Audit Service Tiger Team Service 2022.12 ¢ Listed on the Mothers market of the Tokyo Stock Exchange(Securities code:4417)

Why Can GSX Provide [Cybersecurity Education] ? e o

Tokyvo Head N 3-minute walk from Yurikamome Takeshiba Station Western Japan Branch 1-minute walk from Sannomiya Station East gate, JR line
OKyo Headquarters 7-minute walk from JR Hamamatsucho Station P Directly connected to Kobe Sannomiya Station East gate B1F, Hanshin line
3-minute walk from Kobe Sannomiya Station East gate, Hankyu line

3-minute walk from Sannomiya Station East Exit 3, Kobe Municipal Subway
Directly connected to Sannomiya Station 2F, Port Liner

8-minute walk from Toei Asakusa/Oedo line in Daimon Station
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Accomplishments

* Brought EC-Council Security Engineer training courses to Japan and monetized it

* Created original education content and new qualifications(Certified SecuriST for

Web Application Security Testing and for Network Security Testing)

* Number 1 Market Share E-mail Training Service

Western Japan Branch 3-minutes walk from Fushimi line in Higashiyama Station
Nagoya Office 3-minutes walk from Fushimi line in Tsurumai Station

4-minutes walk from Marunouchi line in Sakuradori Station
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OUR MISSION

Improving information security in Japan
with a focus on education and global perspectives

Our company specializes in information and cyber security, providing security education, vulnerability
diagnoses, cyber security solutions, and Japan's first comprehensive security overview education program.

With education and global perspectives at the core of our business, we seek to improve the security aware-
ness of each of our customers, and by stimulating the security market, we can contribute to improving the
overall information security level in Japan.

Increasing
Japan’s Information
Security Level
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Our Representative’s Mission Statement:
We help customers protect against security incidents.
GSX strives to make institutional IT, security, and organizational knowledge accessible to everyone.

Today, December 20, 2021, we have been listed on the Mothers market of the Tokyo Stock Exchange. We would like to express our heartfelt

gratitude to all of our business partners, shareholders, and everyone else involved with our company for their support.

In the environment surrounding cyber security, cyber attacks are steadily increasing alongside the growing reliance on socio-economic

information technology and the progression of DX (digital transformation). Additionally, while government entities and stakeholders demand

stronger security measures, there is an overwhelming shortage of human resources with the requisite security expertise, so small and

medium-sized companies in particular have no one to turn to.

Based on the concept of being a "Cyber Security Education Company", our philosophy is to improve the defensive capabilities of companies

all over Japan by sharing our carefully cultivated knowledge gained through security consulting and vulnerability assessment experience. President and CEO
Taking this listing as an opportunity, we will continue to strive to provide services to as many people as possible and protect all companies %7]‘9]] fﬁﬁ
from security threats. We look forward to your continued patronage and support. Shiro Aoyagi

Visualize the current security status
and analyze risks
Detect system vulnerabilities

We provide consistent support for our customers' information security issues,
from visualization of their current security to planning and constructing
systems to resolve problems. We can also provide support in a variety of other
areas such as acquisition of various certifications (ISMS, PCI, DSS etc.),
creating incident response systems (CSIRT), or simply as an advisory
point-of-contact.

Inquiries regarding OT security (control systems for factories etc.) are also
going strong.

GSX offers a vulnerability diagnosis service conducted by specialist
engineers (white hat hackers). Using the same technologies as malicious
hackers, these specialists conduct mock attacks on your network systems to
determine if any vulnerabilities exist and what appropriate countermeasures
can be taken. They then provide a detailed analysis report. We also provide
penetration testing and advanced diagnostic services for wireless LAN as well
verification of loT devices and analysis of design documents. Furthermore,
based on our many years of experience, we can also support in-house
diagnosis.

Information Security Improvement Action Plan

System Audit < Security Audit

Information Security Management System Maintenance Support
Certification Acquisition Support

Information Security Document Maintenance Package

Attentive Information Security Support

Cyber Security Incident Resposne Training Service

Platform/Web Application Diagnosis
loT Device Testing

Wireless LAN Diagnosis
Penetration Testing

In-house Diagnosis Support

Design Document Review

Introducing Our Services

Security
Solutions

Counter New Threats

We provide cyber security products to combat the latest threats and attack
methods. In addition to products, we offer a one-stop solution that combines tools,
implementation, and operations.

In the current "Work from Home" climate, GSX proposes implementing the follow-
ing three crown jewels for effective cyber security: EDR, SIEM/UEBA, and SWG.

RedTeam Assessment Service
Security Health Check
Emergency Response Service

Infrastructure Construction
IT Concierge Service
System Development
Security SES

Core Products and Services
CrowdStrike Falcon
Cybereason
Cloud-based WAF Attack Blocker WAF
Exabeam
Splunk
Nozomi OT-IDS
i-FILTER
m-FILTER

EDR

SIEM/UEBA

SWG

Leverage, elevate, and nurture compre-
hensive information security capabilities

Through our Trapmail(GSX targeted email training service), which has the largest market
share(according to ITR Corporation), and the IT security e-Learning service MinaSecure®,
we aim to improve employee security literacy and to support the overall improvement of
security awareness within each company.

We offer training courses for security engineers aimed at acquiring EC-Council certifications,
including the well-known CEH qualification as well as GSX's own original certifications,
Certified SecuriST for Web Application Security Testing and for Network Security Testing.

Trapmail (GSX Targeted Email Training Service) ;Q |.5|yj>(_n
For smartphones scam email response training service B SRR~
IT Security e-Learning (Mina Secure) O .
. . . ¥ Mina Secure
OT Security e-Learning (Mina Secure) p Y
Comprehensive Training (study sessions for executives, workshops for
business leaders, workshops for CSIRT/PSIRT)

EC-Council Security Engineer Training Course (CND, CEH, CHFI, CASE)
SecuriST® | Certified SecuriST for Web Application Security Testing

SecuriST® | Certified SecuriST for Network Security Testing

Micro Hardening: Enterprise Edition
A
Official CISSP CBK Training 69 Egcun
®
Secure Eggs

PCIDSS Vulnerability Scan & Network and Web Application
Penetration Test In-house Training




